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 **Небезпека Telegram як месенджера для обміну даними**

В останні роки месенджер Telegram здобув значну популярність серед українців завдяки своїй зручності, швидкості передачі повідомлень та широкому набору функцій. Однак, разом із зростанням його використання, постає питання про безпеку цього інструменту для обміну даними. Telegram позиціонується як захищена платформа, що використовує шифрування для забезпечення конфіденційності інформації. Проте, з огляду на специфіку його архітектури та певні особливості роботи з даними, виникають загрози як для приватності користувачів, так і для їх інформаційної безпеки.

У цій статті ми розглянемо основні небезпеки використання Telegram як месенджера для обміну даними, звертаючи увагу на вразливості, пов’язані з архітектурою системи, питаннями зберігання даних, шифрування, а також потенційні ризики, які виникають через широке використання Telegram у різних сферах, включаючи бізнес, журналістику та політичну активність.

У жовтні 2023 року Національний координаційний центр кібербезпеки (НКЦК) ухвалив рішення обмежити використання месенджера Telegram у державних установах України, зокрема в органах влади, військових формуваннях та на об’єктах критичної інфраструктури. Основною причиною такого рішення стали підтверджені дані про те, що російські спецслужби отримали доступ до інформації користувачів Telegram, включно з видаленими повідомленнями. Це відкриває можливості для витоку важливих державних даних та компрометації службових осіб.

Крім того, Telegram широко використовується ворожими силами для проведення кібероперацій проти України. Серед основних загроз виділяють фішингові атаки та розповсюдження шкідливого програмного забезпечення через платформи Telegram-каналів та ботів. Ці інструменти дозволяють ворогу отримувати доступ до конфіденційної інформації, інфікувати пристрої співробітників державних органів та військових, а також коригувати ракетні удари по критичній інфраструктурі України. У такий спосіб Telegram стає не лише засобом комунікації, але й інструментом для проведення широкомасштабних кібератак.

Окремо про загрози, пов’язані з Telegram, згадав начальник Головного управління розвідки (ГУР) Міністерства оборони України Кирило Буданов. Він зазначив, що використання Telegram активно підтримується російськими спецслужбами, оскільки дає можливість реалізовувати інформаційно-психологічні операції та контроль за комунікацією в межах українського інформаційного простору. За словами Буданова, Telegram також використовується для поширення дезінформації, яка спрямована на підрив морального духу українських військових та мирного населення, а також для збору розвідувальних даних в реальному часі.

Обмеження використання Telegram стосується службових пристроїв державних органів, включаючи військових і об’єкти критичної інфраструктури. Винятки можливі лише в разі, коли це є необхідністю для виконання службових обов’язків. Це рішення є частиною ширшої стратегії протидії інформаційно-психологічним атакам і забезпечення безпеки національних комунікацій, яка націлена на зниження кіберзагроз і мінімізацію ризиків для державної безпеки.

Telegram дедалі частіше розглядається як серйозна загроза безпеці даних через його зв’язки з російськими спецслужбами, такими як ФСБ та Роскомнагляд. Як повідомляє СБУ, Telegram фактично став інструментом, що активно використовується російською державою для контролю та дезінформаційних кампаній. Співпраця месенджера з російськими державними структурами передбачає можливість блокування небажаних каналів і допуск до інформації користувачів, що зберігається на серверах, потенційно розташованих у Росії. Ця взаємодія ставить під загрозу конфіденційність даних мільйонів користувачів.

Telegram також використовується для просування російської пропаганди та поширення інформаційно-психологічного впливу на суспільство в умовах війни. Російські державні органи, зокрема ФСБ, отримують доступ до повідомлень і даних користувачів, що створює серйозні загрози для національної безпеки України. У той же час, адміністрація Telegram відмовляється блокувати проросійські канали, які активно поширюють пропаганду, що дестабілізує ситуацію в Україні та сприяє дезінформаційним кампаніям ворога.

Функціонування Telegram як інформаційної платформи для проведення кібератак і розвідувальних операцій посилює небезпеку цього месенджера. В умовах конфлікту між Україною та Росією, Telegram використовується для поширення неправдивої інформації, що негативно впливає на моральний стан населення і військових. Російські хакери використовують месенджер для поширення фішингових атак та шкідливого програмного забезпечення, яке дозволяє отримувати доступ до чутливої інформації та контролювати пристрої користувачів.

Особливо небезпечним є використання Telegram для коригування ракетних ударів. За допомогою каналів та груп, ворог може отримувати дані про місця розташування військових об’єктів та цивільної інфраструктури, що стають цілями для ракетних атак. Таким чином, месенджер перетворюється не лише на засіб комунікації, але й на інструмент для ведення активних військових операцій.

Також варто зазначити, що російські інформаційно-психологічні операції (ІПСО) у Telegram є важливим елементом дезінформаційної війни, спрямованої на підрив національної безпеки України. Через цей месенджер поширюються фейкові новини, маніпулятивні матеріали, а також пропаганда, яка має на меті створення паніки, формування негативних суспільних настроїв та підрив довіри до державних інституцій. ІПСО у Telegram часто включають спеціально створені групи та канали для координації інформаційних атак, спрямованих на виклик емоційної реакції та дестабілізацію ситуації в українському суспільстві, особливо під час війни.

Telegram, попри свою популярність як зручний месенджер для обміну даними, становить серйозну загрозу для безпеки. Основні ризики полягають у потенційній співпраці платформи з російськими спецслужбами, такими як ФСБ та Роскомнагляд, які можуть отримати доступ до конфіденційної інформації користувачів. Крім того, Telegram активно використовується для поширення російських інформаційно-психологічних операцій (ІПСО), дезінформаційних кампаній та кібератак, що сприяють дестабілізації ситуації в Україні, підриву довіри до державних органів і коригування військових операцій ворога.

Завдяки архітектурі месенджера та особливостям його функціонування, російські спецслужби мають можливість отримувати доступ до повідомлень користувачів, зокрема видалених, що створює ризик витоку критично важливих даних. Це особливо небезпечно в умовах воєнного конфлікту, коли зловмисники можуть використовувати отриману інформацію для розвідки або стратегічних атак. Telegram також є важливим інструментом для проведення кібератак, спрямованих на державні установи та військові структури.

Крім цього, на платформі поширюється шкідливе програмне забезпечення через боти та канали, які ворог використовує для збору інформації та коригування ракетних ударів. Ворог також активно використовує месенджер для фішингових атак, що призводять до викрадення особистих даних та зараження пристроїв шкідливими програмами.

Серед загроз також є використання Telegram для поширення російської пропаганди та дезінформації через спеціально створені канали та групи. Пропагандистські матеріали спрямовані на підрив морального духу населення, деморалізацію українських військових та створення паніки серед мирних жителів. Інформаційно-психологічні операції (ІПСО), що здійснюються через Telegram, впливають на суспільні настрої, маніпулюють громадською думкою та сприяють поширенню недостовірної інформації.

**Список використаних джерел:**

1. НКЦК прийняв рішення обмежити використання Telegram в органах державної влади, військових формуваннях, на об’єктах критичної інфраструктури, Режим доступу: <https://www.rnbo.gov.ua/ua/Diialnist/6994.html> (Дата звернення: 01.10.2024)
2. Telegram співпрацює з Роскомнадзором та ФСБ, – СБУ, режим доступу <https://www.unian.ua/techno/communications/telegram-spivpracyuye-iz-roskomnadzorom-ta-fsb-sbu-12587346.html> (Дата звернення: 01.10.2024)