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**БАГАТОРІВНЕВА НЕЙРОМЕРЕЖЕВА ПІДТРИМКА БІОЕКВАЙРИНГУ**

Еквайринг – можливість приймати безготівкову оплату товарів та послуг пластиковими картками. Використання пластикових карток несе загрози втрати, крадіжки, підробки, несанкціонованого зчитування інформації, тому є необхідність ефективного та технічно нескладного захисту. Такий захист, на наш погляд, забезпечує т.зв. біоеквайринг. Це можливість проводити платежі без прямого використання картки, використовуючи свої біометричні дані, що знаходяться в біометричній базі даних та пов’язані з платіжною карткою. Сучасна література містить достатньо інформації про ці технології [1-4]. Так, наприклад, біометричний метод розпізнавання за голосом характеризується простотою застосування та не потрібує дорогої апаратури, достатньо мікрофона та звукової плати [2]. Розпізнавання за відбитками пальців використовує унікальність малюнка папілярних візерунків пальців. Відбиток, отриманий сканером, перетворюється на цифровий код та порівнюється з наборами еталонів [1]. Розпізнавання за геометрією обличчя вимагає побудови тривимірної моделі обличчя. У цьому випадку виділяють контури очей, брів, губ, носа та інших різних елементів обличчя, обчислюють відстань між ними і будують тривимірну модель [3,4]. Для визначення шаблону, відповідного особі, потрібно 20 – 40 характерних елементів. Однак у всіх випадках розпізнавання супроводжується помилками, тому доцільно, на наш погляд, синтезувати відразу три незалежні канали розпізнавання, навчати, тестувати і верифікувати кожен з них у своєму просторі ознак. Якщо є доступ до бази даних і дані конвертовані у формат, прийнятний для подачі на вхід нейромережі, реалізувати набір функцій для синтезу класифікатора – реальне завдання [3]. Очевидно, що надійність ідентифікації образу при цьому значно зростає [5].

Побудова математичної моделі, задачі, що розв’язується, базується на необхідності зіставлення біометричних даних об’єкта аналізу з базою даних. Вважатимемо, що біометрична база даних (ББД) попередньо сформована і необхідно знайти алгоритм (F ) трансформації наявних біометричних даних об'єкта (Х) до відповідного класу (У), що формалізується видом (1):
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Щоб ідентифікувати об'єкт, необхідно зіставити його ознаки з ознаками об’єктів з біометричної бази даних і керуючись деяким правилом оцінки ступеня схожості ознак прийняти або відкинути рішення про ідентифікацію. Формально це завдання розпізнавання образів та її рішення може представляти реалізацію відомого правила перевірки гіпотез [5]:
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Реалізація виразу (2) досягається у процесі навчання нейронної мережі у форматі існуючих градієнтних методів навчання штучної нейронної мережі алгоритмом зворотного розповсюдження помилки [5]. Завдання вирішується із застосуванням пакета технічного аналізу даних з нейромережевим модулем (Matlab, StatSoft тощо). Практична реалізація працездатності запропонованої технології полягає у використанні багатовимірного вхідного впливу (розмірність вхідного вектора не менше 60) на нейронну мережу та оцінки її реакції. За результатами експерименту продуктивність синтезованих моделей задовольняє вимогам практичного застосування у сфері послуг.
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